
by sticking to the following instructions:

Let us work together in a secure community Remember
  With our cooperation and our 
commitment to the instructions, 

we will overcome crises

Ignore

appearing the Security Lock on the 
website addresses while digitally 

purchasing via internet including buying 
the medical supplies, and make sure to 

purchase from trusted electronic stores.

securing your devices through privacy 
settings and the necessary protective 
programs, and do not allow anyone to 

use them.

updating the operating systems, 
firewall and virus resistance in a 

steady manner. 

not sharing any information 
concerning your university accounts 

with anyone else. 

adopting the use of private mode 
when navigating and browsing 

through the internet.

activating the desktop security 
or operate the screen protection 
through the password when you 

stop working on your device.

erratic email messages about taking part in 
questionnaires concerning the coronavirus 
dealing with diagnosing cases of infection, 
or requesting donations as an emergency 
plan to face the coronavirus might expose 

your device to penetration.  

email messages containing malicious 
files or links from fabricated government 

parties or tables of statistics about 
the coronavirus or software bearing 

the name of the coronavirus aiming at 
stealing the data of the profession.

false awareness campaigns about the 
coronavirus which appear when using 

the internet browser, the applications of 
smart devices, the email, the WhatsApp, 

text messages, etc.  

Make
sure of
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